
 

                  
Fake News: A Global Epidemic  

Vast Majority (86%) of Online Global Citizens Have Been Exposed to it, 
With Most (86%) Admitting to Having Fallen Victim to It 

Three-Quarters (78%) Are Concerned About Online Privacy & Majority 
(53%) Feels More Concerned About This, Compared to One Year Ago 
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Toronto, Ontario, June 11, 2019 — The findings of a recent Ipsos survey conducted on behalf of the Centre for International 
Governance Innovation (CIGI) reveal that fake news is very much a global epidemic and that its impact is widespread. The poll of 
over 25,000 interviews in over 25 economies finds that well over four in five (86%) online global citizens believe they’ve been 
exposed to fake news. Among them, nearly nine in ten (86%) report having initially believed that the news was real, at least once. 
Indeed, the results suggest that misinformation is woven deep within the fabric of social media, most notably on Facebook, where 
as many as two-thirds (67%) report encountering fake news. Other common sources of fake news include: social media platforms 
more generally (65%), websites (60%), YouTube (56%), and television (51%).  

The vast majority think fake news is made worse by the Internet (87%) and negatively impacts political discourse in their country 
(83%). Among those who feel it has negatively impacted politics in their country, there is plenty of blame to go around when it 
comes to the source of fake news, with a multitude of economies viewed as being responsible for its disruptive effects, led by the 
United States (35%), Russia (12%), and China (9%). There is considerable variation by economy, however, with Canadians (59%), 
Turks (59%), and Americans themselves (57%) among the most likely to hold the US responsible. By contrast, those living in Hong 
Kong (39%), Japan (38%), and India (29%) are most likely to blame China, whereas citizens of Great Britain (40%) and Poland (35%) 
most frequently cite Russia. Online trolls (81%) and social media platforms (82%) are most commonly identified as the actors 
responsible for spreading fake news, though governments (own government: 68%; foreign governments: 71%), social media (75%) 
and regular Internet users (72%) are also thought to play a part.  

It’s not surprising then that most global citizens back countermeasures aimed at curbing fake news, particularly ones involving 
social media, with well over four in five supporting the termination of social media and video sharing service accounts linked to 
fake news (84%) as well as the removal of fake news posts or tweets, on social media and video sharing service sites (85%). The 
vast majority (87%) also support better education for Internet users on how to identify fake news. Although many would like to 
see more done, figuring out who should police and determine what constitutes fake news poses a great challenge. There is no clear 
consensus as the highest proportion feel this should either fall under government jurisdiction (17%) or be the responsibility of 
Internet users themselves (16%). Twelve percent (12%) think social media companies should have a role, as an adjudicator of this. 
Some have already taken matters into their own hands, as two in ten (20%) report having reduced their social media usage or used 
a news fact checking website (24%) in response to fake news, while around one in ten unsubscribed from traditional media outlets 
(12%), used the Internet less often (11%), and closed their Facebook (8%), Twitter (6%) or other social media accounts (9%) 
completely. More commonly, however, global citizens say that fake news has reduced their trust in media (40%) and government 
(22%). 

While cybercriminals continue to be the leading source of distrust in the Internet (at 81%; +1 pt), among the one in four (26%) 
global citizens who say they do not trust the Internet, there has been a significant year-over-year increase in the proportion who 
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cite social media companies (75%; +5) and search engines (65%; +5). And while the lion’s share of this increase has been driven 
primarily by the Middle East & Africa (social media: 80%; +14 & search engines: 70%; +16), North Americans continue to be far 
more likely to view social media (88%; +6) and search engines (74%; +4) as contributing to their distrust.  

Half (49%) indicate that their distrust in the Internet has compelled them to disclose less personal information online and sizeable 
proportions say they will take greater care when securing their device (40%) and use the Internet more selectively (39%), because 
they do not trust it. 

Given the increased skepticism towards social media, it’s perceived role in the transmission of fake news, and as a source of Internet 
distrust, it should come as no surprise that three-quarters (78%) of global citizens are concerned about their online privacy, and a 
majority (53%) say they feel more concerned about this, compared to just a year ago. Fewer than half are confident that any of the 
algorithms they are using are unbiased, with social media news feeds ranking the lowest (at 32%), on this metric. Similarly, only 
about half (48%) agree that their government does enough to safeguard their online data & personal information, with citizens in 
the European (45%), North American (38%), and G-8 economies (39%) among the least likely to agree with this statement.  

Perhaps heightened levels of concern vis-à-vis online privacy can be traced to a perceived lack of awareness about data protection 
and privacy rules. As it currently stands, just two in five (44%) would self-assess themselves as being at least somewhat aware of 
the data protection and privacy rules in their economy, with citizens in developed economies such as Japan (16%), Canada (26%), 
and Australia (31%) scoring among the lowest, on this metric.  

To help ease some of these concerns, better product security and more specifically, product certification markings are becoming 
increasingly important. Over the past year, there has been a significant increase in the proportion of global citizens who feel that 
product security certification markings are important, when buying products (91%; +4). For a product valued at $1k, global citizens 
are willing to pay as much as 30-35% extra for these markings. Citizens living in developing economies tend to assign the most 
relative value to such markings. 

Better product security, irrespective of certification markings, is clearly important as well. On balance, global citizens are willing to 
pay about thirty percent (30%) more for better product security, though as many as three in ten won’t pay anything else, figures 
which are consistent across all Internet-enabled devices, regardless of type. Citizens in developing economies are once again more 
willing to pay extra for better product security as those in the developed world generally expect strong security, from the onset. 
Most (73%) global citizens would prefer to have their online data and personal information stored on physically secure servers 
located in their own economy. 

Feeling Left Behind? New Technologies A Mystery To Most 

Well under half of global citizens are at least somewhat familiar with cryptocurrencies (36%), the Dark Web (24%), and blockchain 
technologies (22%). There is limited regional variation in terms of familiarity with the Dark Web, though stated familiarity with 
cryptocurrencies and blockchain technologies is much higher in the BRICS economies. 

There is a clear consensus, regarding the dark web, as two-thirds (66%) of global citizens would like to see it terminated, including 
majorities in every economy, despite the benefits cited by its users. Only about one in ten (12%) claim to have ever accessed it, of 
which a plurality (39%) say they did this in order to remain anonymous online, including over half (55%) of North Americans who 
have accessed it. Just fourteen percent (14%) of those who have ever used the Dark Web say they use it on a daily basis. Daily 
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usage of the Dark Web is highest in the Americas (North America: 26%; LATAM: 21%) and lowest in the APAC (10%), Middle Eastern 
& African (10%) economies. 

Just one in four (25%) global citizens plan to use or purchase cryptocurrencies, within the next year. Intended use in developing 
economies, such as LATAM (40%) & BRICS (39%) is about four times higher than in the more developed economies of Europe (11%), 
North America (11%), and the G-8 (12%), more generally. 

Finally, most of those who are aware of blockchain technologies think they have the potential to be tremendously impactful, in the 
future. Within this group, there is an overarching belief (at 67%) that blockchain technologies should be implemented as widely as 
possible and most think they will affect every sector of the economy (68%) or have an impact rivalling the advent of the Internet 
(67%). Three in five expect this technology to displace traditional financial services (61%) and think it should be used in both national 
(60%) and local elections (59%). Slightly fewer, though still a majority, expect that blockchain technologies will displace traditional 
government services (55%). Across all metrics, these beliefs are most prevalent in the developing economies of the world. 

For more information on this news release, please contact: 

For CIGI: 
Erinn Steringa 
Communications Advisor 
+1 416 995 3865 
esteringa@cigionline.org 

For Ipsos: 
Sean Simpson 
Vice President, Ipsos Public Affairs 
+1 416 324 2002 
Sean.Simpson@ipsos.com  

For full tabular results, please visit our website at https://www.ipsos.com/en-us. 
News Releases are available at: https://www.ipsos.com/en-us/news-and-polls/overview 

This survey was conducted by Ipsos on behalf of the Centre for International Governance Innovation (“CIGI”) between December 21, 
2018, and February 10, 2019. The survey was conducted in 25 economies—Australia, Brazil, Canada, China, Egypt, France, Germany, 
Great Britain, Hong Kong (China), India, Indonesia, Italy, Japan, Kenya, Mexico, Nigeria, Pakistan, Poland, Russia, South Africa, 
Republic of Korea, Sweden, Tunisia, Turkey and the United States—and involved 25,229 Internet users. Twenty-one of the economies 
utilized the Ipsos Internet panel system while four (Kenya, Nigeria, Pakistan & Tunisia) utilized face-to-face interviewing, given online 
constraints in these economies and the length of the poll. In the US and Canada respondents were aged 18-64, and 16-64 in all other 
economies. Approximately 1,000+ individuals were surveyed in each economy and are weighted to match the population in each 
economy surveyed. The precision of Ipsos online polls is calculated using a credibility interval. In this case, a poll of 1,000 is accurate 
to +/- 3.5 percentage points. For the face-to-face interviews, the margin of error is +/-3.1, 19 times out of 20.   

mailto:Sean.Simpson@ipsos.com
mailto:esteringa@cigionline.org
mailto:Sean.Simpson@ipsos.com
https://www.ipsos.com/en-us
https://www.ipsos.com/en-us/news-and-polls/overview


 

Press Release – continued –  

 

 

Address: 

 

Tel: 

160 Bloor Street East, Suite 300 

Toronto, ON, M4W 1B9 

+1 416 324-2865 

Contact: 

 

Email: 

Tel: 

Sean Simpson 

Vice President, Ipsos Public Affairs 

Sean.Simpson@ipsos.com   

+1 416 324-2002 

    
 

 

4 

About CIGI 
We are the Centre for International Governance Innovation: an independent, non-partisan think tank with an objective and 
uniquely global perspective. Our research, opinions and public voice make a difference in today’s world by bringing clarity and 
innovative thinking to global policy making. By working across disciplines and in partnership with the best peers and experts, we 
are the benchmark for influential research and trusted analysis. www.cigionline.org 

About Ipsos 
Ipsos is an independent market research company controlled and managed by research professionals. Founded in France in 1975, 
Ipsos has grown into a worldwide research group with a strong presence in all key markets. Ipsos ranks third in the global research 
industry. 

With offices in 88 countries, Ipsos delivers insightful expertise across five research specializations: brand, advertising and media, 
customer loyalty, marketing, public affairs research, and survey management. 

Ipsos researchers assess market potential and interpret market trends. They develop and build brands. They help clients build long-
term relationships with their customers. They test advertising and study audience responses to various media and they measure 
public opinion around the globe. 

Ipsos has been listed on the Paris Stock Exchange since 1999 and generated global revenues of €1,669.5 ($2,218.4 million) in 2014. 

 

« Game Changers » is the Ipsos signature. 

At Ipsos we are passionately curious about people, markets, brands and society. 
We make our changing world easier and faster to navigate and inspire clients to make smarter decisions. 

We deliver with security, speed, simplicity and substance. We are Game Changers. 

Ipsos is listed on Eurolist – NYSE-Euronext. 
The company is part of the SBF 120 and the Mid-60 index 
and is eligible for the Deferred Settlement Service (SRD). 

ISIN code FR0000073298, Reuters ISOS.PA, Bloomberg IPS:FP 
www.ipsos.com 
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