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These are findings from an Ipsos poll conducted for Thomson Reuters from June 21-25, 2013. For the survey, a sample of 1,853 Americans 
18+ were interviewed online. The precision of the Reuters/Ipsos online polls is measured using a credibility interval. In this case, the  poll has 

a credibility interval of plus or minus 2.6 percentage  points. For more information about credibility intervals, please see the appendix. 
 

The data were weighted to the U.S. current population data by gender, age, education, and ethnicity. Statistical margins of error are not 
applicable to online polls. All sample surveys and polls may be subject to other sources of error, including, but not limited to coverage error 
and measurement error. Figures marked by an asterisk (*) indicate a percentage value of greater than zero but less than one half of one per 

cent. Where figures do not sum to 100, this is due to the effects of rounding. 

Q1. As you may know, it was recently revealed that the National Security Agency (NSA) has been collecting detailed 
phone records from Verizon on its customers, including the customer phone number and the numbers called. In 
your opinion, is this collection of phone records by the NSA….  
 

Completely acceptable 6% 

Acceptable under most circumstances 13% 

Acceptable under only a few circumstances 36% 

Completely unacceptable 31% 

Unsure 13% 

TOTAL - Acceptable under some circumstances 55% 

TOTAL - Not unacceptable 31% 

Q2. Which of the following statements comes closest to your personal opinion?  

I would have no problem with the NSA reviewing my phone records 
regardless of the circumstances 

15% 

I would prefer the NSA not review my phone records, but I believe it is 
acceptable if they have a good reason for doing so 

49% 

There is no acceptable reason for the NSA to review my phone records 
under any circumstances 

36% 

Q3. It was also recently revealed that the National Security Agency has an internet surveillance program to 
monitor email, stored data, and log-in information of individuals. Which of the following statements comes 
closest to your personal opinion?  
 

I would have no problem with the NSA reviewing my internet usage 
regardless of the circumstances 

13% 

I would prefer the NSA not review my internet usage, but I believe it is 
acceptable if they have a good reason for doing so 

49% 

There is no acceptable reason for the NSA to review my internet 
usage under any circumstances 

39% 

http://aapor.org/Understanding_a_credibility_interval_and_how_it_differs_from_the_margin_of_sampling_error_in_a_publi.htm


Ipsos Poll Conducted for Reuters 
National Security Agency 6.25.13 

2 

Q5. An American contractor to the NSA, Edward Snowden, recently revealed that he was the one who leaked the 
information about the NSA's monitoring of phone and internet usage to the press. In your opinion, is Edward 
Snowden a patriot or a traitor?  
 

Patriot 33% 

Traitor 24% 

Don’t know 43% 

Q6. How do you believe the U.S. government should treat Edward Snowden?  

He should be prosecuted to the full extent of the law 27% 

He should not be prosecuted 35% 

Don’t know 38% 

Yes, a lot safer 12% 

Yes, a little safer 32% 

No, no safer than before 41% 

Unsure 15% 

TOTAL - Safer 44% 

TOTAL - Not safer 41% 

Q4. Do you think that the NSA’s collection of phone records and surveillance of the Internet makes the USA safer 
from terrorism?  

Q7. Before it was revealed that the NSA had been monitoring internet usage, did you believe that...   
 

Companies whose websites you visited were tracking your internet activity  46% 

Internet service providers were tracking your internet activity 45% 

The federal government was tracking your internet activity  31% 

Your internet activity was confidential 13% 

None of these 7% 

Not sure 18% 

Q8. Which of the following, if any, activities regarding phone monitoring do you believe that the federal government is 
currently engaged in? 
 

Tracking where calls are made to 60% 

Tracking where calls are made from 58% 

Collecting and saving phone records so they could be reviewed in the future 55% 

Monitoring text messages 42% 

Listening on live phone conversations 36% 

None of these 4% 

Not sure 21% 
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Q9. Which of the following, if any, activities regarding internet monitoring do you believe that the federal 
government is currently engaged in?  
 

Monitoring who visits certain websites  59% 

Collecting and saving internet activity records so they could be reviewed in the future  57% 

Scanning for key words  55% 

Tracking internet searches  54% 

Reading through emails  39% 

None of these 4% 

Not sure 19% 

Q10. Would you be willing to give up your privacy when it comes to each of the following if it would..?  
 

Help the US 
government foil 
foreign terrorist 

plots? 

Help the US 
government foil 

domestic 
terrorist plots? 

Help the US 
government counter 

hacking of US networks 
and infrastructure by 

foreign powers? 

None of 
these 

Give up privacy of my email 36% 33% 29% 52% 

Give up privacy of my text messages 33% 33% 26% 55% 

Give up privacy of my phone records 34% 33% 30% 52% 

Give up privacy of my internet activities 33% 33% 29% 54% 
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The calculation of credibility intervals assumes that Y has a binomial distribution conditioned on the parameter θ\, 
i.e., Y|θ~Bin(n,θ), where n is the size of our sample. In this setting, Y counts the number of “yes”, or “1”, observed 
in the sample, so that the sample mean (y ̅) is a natural estimate of the true population proportion θ. This model is 
often called the likelihood function, and it is a standard concept in both the Bayesian and the Classical framework. 
The Bayesian 1 statistics combines both the prior distribution and the likelihood function to create a posterior 
distribution.  The posterior distribution represents our opinion about which are the plausible values for θ adjusted 
after observing the sample data. In reality, the posterior distribution is one’s knowledge base updated using the 
latest survey information. For the prior and likelihood functions specified here, the posterior distribution is also a 
beta distribution (π(θ/y)~β(y+a,n-y+b)), but with updated hyper-parameters. 
  
Our credibility interval for θ is based on this posterior distribution. As mentioned above, these intervals represent 
our belief about which are the most plausible values for θ given our updated knowledge base. There are different 
ways to calculate these intervals based on . Since we want only one measure of precision for all variables in the 
survey, analogous to what is done within the Classical framework, we will compute the largest possible credibility 
interval for any observed sample. The worst case occurs when we assume that a=1 and b=1 and . Using a simple 
approximation of the posterior by the normal distribution, the 95% credibility interval is given by, approximately: 
 
 
 
 
 
 
For this poll, the Bayesian Credibility Interval was adjusted using standard weighting design effect 1+L=1.3 to 
account for complex weighting2 

  
 
Examples of credibility intervals for different base sizes are below. Ipsos does not publish data for base sizes 
(sample sizes) below 100. 
  
  
 
  
 

1 Bayesian Data Analysis, Second Edition, Andrew Gelman, John B. Carlin, Hal S. Stern, Donald B. Rubin, Chapman & Hall/CRC | ISBN: 
158488388X | 2003 
2 Kish, L. (1992). Weighting for unequal Pi . Journal of Official, Statistics, 8, 2, 183200. 

Sample size Credibility intervals 

2,000 2.5 

1,500 2.9 

1,000 3.5 

750 4.1 

500 5.0 

350 6.0 

200 7.9 

100 11.2 


